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1. INFORMATION ABOUT TRANSACTIONS

In line with the Act of November 16, 2000 on Counteracting Introdunctinto Financial
Circulation of Property Values Derived from lllegar Undisclosed Sources and on
Counteracting the Financing of Terroris(@z.U. of 2003, No. 153 item 1505 as amended,;
hereinafter referred to as the Act), the Genergphdctor of Financial Information is primarily
involved in acquisition, accumulation, processimgl @nalysis of information in the manner
determined in Act and undertakes activities aimecbanteracting introduction into financial
circulation of property values derived from illegal undisclosed sources and counteracting
the financing of terrorism, in particular investigg the course of transactions which may be
related to committing a crime referred to in Ar@92of thePenal Codeor the financing of
terrorism.

The General Inspector of Financial Information @neafter referred to as the GIFI) executes
its tasks with the assistance of the Departmefirancial Information, an organisational unit
separated for this purpose in the structure ofMi@stry of Finance. Together with it, the
Inspector constitutes the Polish financial intelhge unit, according to the terminology used
in the legal acts of the European Union.

1.1. Suspicious Transactions

In 2008, the Department of Financial Informatiocaiged 1,815 descriptive notifications

about suspicious activities and transactions (theatled SARS). Their characteristic feature
was description of several, several dozen and somagteven several hundred transactions
(most often related to one another by the sameéepatd the transactions, similar suspicious
circumstances, similar time of processing and/neplivement of the same property values)
which, in the opinion of the notifying institutionmay be related to money laundering.
Moreover, these notifications were often accomphnby other data and documents
contributing to more efficient conduct of the predags (e.g. account history, copies of
documents regarding suspicious transactions).

Table No. 1 Number of descriptive natificationseiged in the period from 2001 to 2008

Source of notifications _Ob_llgz?\ted Co-opgratlng Other sources Total
institutions units
2001 (from July) 102 115 14 231
2002 358 237 19 614
2003 739 211 15 965
2004 860 521 16 1397
2005 1011 500 15 1526
2006 1351 530 17 1898
2007 1244 648 28 1920
2008 1287 460 68 1815




In 2008, the number of notifications of this typeeived from obligated institutions increased
slightly: by 3.5% in relation to the previous yeakt the same time, the number of

notifications received from co-operating units dased by 29%. On the other hand, the
number of notifications received from other sourgeswy by 142.9%.

Diagram No. 1 Data regarding descriptive notificais (SAR)
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Similarly to the previous years, most notificatiook this type received from obligated
institutions derived from banks.

Table No. 2 Division of descriptive notificatiomsrh obligated institutions according to types oitsin

Number of
Institution type descriptive Percentage share

notifications
Banks 1,237 96.11%
Credit unions 20 1.55%
Brokerage firms 21 1.63%
Entities representing legal professions 2 0.16%
Lease entities 3 0.23%
Insurance companies 4 0.31%
Total 1,287 100.00%

In the case of banks, over a half (approx. 55.5PAptifications of this type derived from six
banks, i.e.:

1) BZWBK S.A.

2) PEKAO S.A.

3) PKO BP S.A.

4) Bank Millennium S.A.

5) BRE Bank S.A.

6) ING BankSlaski S.A.

It is necessary to note that the number of notiices received from brokerage firms
increased by 75% in comparison to the previous.yathis respect, Dom Maklerski BZ
WBK S.A. and Dom Inwestycyjny BRE Bank S.A. werdle lead.

In comparison to the information about individualsgicious transactions, descriptive
notifications are characterised by great detail wetl presented justification, indicating the
suspicion conceived by an obligated institution. dansequence, this facilitates quick



verification of the received data in other inforinatsources and as a result of it, preparation
of a notification on suspicion about committingrane under Art. 299 of thBenal Code.

However, it is necessary to pay attention to cershiortcomings which sometimes appear in
the above-mentioned descriptive notifications. @artinstitutions provide the data of the

other parties to the transactions in a limited neanfail to attach additional information about

the suspicious entities despite their possessiapn, veth respect to the fact that the law
enforcement agencies are conducting proceedingashghem. Moreover, it also happened
that an institution did not properly analyse supis transactions, which resulted in errors in
identification of entities or erroneous conclusiomish respect to money laundering or the
financing of terrorism.

In spite of the provision of Art. 106a.1 of tBanking Law Acbf August 29, 1997 (Dz.U. of
2002, No. 72, item 665 as amended) requiring tmkd#&o provide information to the police
or the public prosecutor’s offices in case thera jgstified suspicion on using its activities for
criminal acts not related to money laundering o fmancing of terrorism, the above-
mentioned notifications featured notifications rwating commitment of other crimes than the
crimes listed above. In relation to the repetitivature of such notifications primarily
indicating a justified suspicion of committing aegdicate offence with respect to money
laundering, in 2008 banks were provided with genéradback on this subject resulting
mainly from data received from law enforcement &ges conducting proceedings in such
cases.

In 2008, 17,227 notifications on individual suspigcs transactions were received (17,214
transactions marked as suspected of money laumgde®TR-MLand 13 transactions marked
as suspected of terrorist financing¥R-TH. Their distribution in individual months of 2008
is presented in diagram No. 2, and distributiothef number of these transactions according
to types of obligated institutions is presentediagram No. 3. Every year, the GIFI records a
decrease in the number of transactions submittethdybligated institutions by electronic
mail and marked as suspected of money launderirtgrasrist financing. Analysis of these
transactions in previous years showed a signifishare of errors (detailed data in the GIFI
reports from previous years) in the provided datath{ of technical and substantive nature),
committed by the obligated institutions during siéisation of transactions. The activities
undertaken by the GIFI and cooperation with otHargated institutions led to a systematic
drop in the number of errors with a simultaneousraase in the quality of provided
information.

Diagram No. 2 Number of new suspicious transactaerd to the GIFI in individual months (STR).
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Diagram No. 3 Distribution of the number of suspid transactions (STR) according to types of
institutions
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Credit union;

Brokerage firm or another entity which is not alkbant conducts brokerage activity;
Notary public;

Antiquarian bookstore;

Resident conducting currency exchange activity;

Enterprise conducting lease or factoring activity]



Among 3,000 institutions which provided data to tGé#FI in 2008, there are entities

providing information about individual transactions the course of a year and entities
providing information about hundreds of thousan@isgransactions on a monthly basis (in
2008, the largest institution in this respect pded the GIFI with information about over 4

million transactions). The GIFI provides services both types of entities — as well as the
entire range of institutions with intermediate teas — with greatly differing expectations as
far as the form and the scope of assistance opalteof GIFI is concerned with respect to
various groups of obligated institutions.

A significant share of these notifications was texflato the provided descriptive notifications.
Majority of notifications about individual suspici® transactions were sent by banks,
investment funds and insurance companies. Amongshatime greatest number of such
notifications was sent by:

1) ING Bank Slaski S.A.

2) Bank Zachodni WBK S.A.

3) Bank Handlowy w Warszawie S.A.,

which in total constitutes over a half of the nigations from the obligated institutions of this
type. It is necessary to note that the notificaiom individual transactions provided by the
obligated institutions still featured shortcominigsthe form of absence of a justification
indicating the suspicions conceived with respedh®o notified transactions. Sometimes, the
notifications were sent with laconic descriptioagy.: “transaction designated on the basis of

analysis”, “repayment of credit”, “discontinuatioh deposit” or there was no justification for
the suspicion, e.g. “non-suspicious transactiond, femarks.”

As a result of initial analysis of the notificat®nl,725 suspicious transactions and 3,384
above-threshold transactions (with a value abov& BB,000) related to them were classified
to further analysis, within the framework D8 new analytical procedures.

In 2008, the GIFI also received 460 notificatiormi co-operating units, most of them from
tax offices, the Agricultural Property Agency (ARARe National Bank of Poland and fiscal
control authorities.

Table No. 3 Division of descriptive notificatiomerh co-operating units according to unit type

Co-operating unit NL_lmbe_r of Percentage share
notifications

Treasury authorities 173 37.61%
APA 76 16.52%
NBP 74 16.09%
Fiscal control authorities 72 15.65%
Customs authorities 25 5.43%
Law enforcement agencies 22 4.78%
Units of public administration 18 3.91%
Total 460 100.00%

In the case of information received from co-op@tinits, the irregularity encountered most
often is the absence of justification for providitige notification, including elements that
indicate commitment of a crime under Art. 299 of Benal CodeThere were also cases of
provision of information in relation to a suspicioegarding committing a crime other than



listed above. Moreover, sometimes certain co-opayatinits would simultaneously send
notifications about the same case to the GIFI artti¢ law enforcement agencies.

1.2. Above-threshold transactions

The GIFI accumulates and processes the informatnained from the obligated institutions
about above-threshold transactions. In 2008, acdesll IT system accepted over 75,000 files
with data regarding transactions processed in tisH financial system. In line with the
binding provisions, the files with data are subedttvith the use of one out of three electronic
channels:
* a secure GIFI Internet site (by means of completinguestionnaire directly at the
website or sending it with the use of file from gystem of an obligated institution: in
2008, the GIFI received 90.2% of all files in thsnner);
* secure electronic mail (in 2008, the GIFI recei®9egio of all files in this manner) or;
¢ submission of information on a CD/ disc (in 2008 GIFI received in this manner
0.2% of all files).

Diagram No. 4 presents percentage distributionsef of individual electronic channels for
sending files with data to the GIFI.

Diagram No. 4 Use of electronic channels of prarisbf information to the GIFI
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A slight (even though requiring proportionally muchore work during collection and
entering into databases) portion of informatiosubmitted by the obligated institutions to the
GIFI in the form of paper copies of transactiondsafin 2008, the GIFI received over 5,500
paper copies of transaction cards).

The total number of transactions about which th&lGvas informed in various manners
exceeded 34.8 million. Among the notified transatdi 12.9% were transactions whose data
contained major errors, hindering their furtherlgsia and requiring provision of corrections
by the obligated institutions. This significantlgaeases the percentage of errors (in 2007,
the analogous value amounted to 19.1%) and it exaression of positive results of activities
undertaken by the GIFI in 2008 and cooperation Wil obligated institutions within the
scope of explaining errors in notifications.

The distribution of the number of transactions sittaa to the GIFI in individual months of

2008 is presented in diagram No. 5, whereas thehiliton of the number of transactions
according to the type of institution providing tbata is illustrated in diagram No. 6. The
largest group of transactions (over 84%) was peithy the banks, entities conducting
brokerage activity (over 7%) and investment furii9%o).



Diagram No. 5 Number of transactions submittech®o®IFI in individual months of 2008
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Diagram No. 6 Distribution of the number of trangans submitted to the GIFI in 2008 according to
the type of obligated institution
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[Bank, a branch of a foreign bank;

Brokerage firm or another entity which is not albént conducts brokerage activity;
Investment fund association or investment fund,;

Enterprise conducting lease or factoring activity;

Notary public;

Insurance company, main branch of a foreign inseg@ompany;

Resident conducting currency exchange activity;

Credit union;

Polish post;

Entity conducting operation in area of lotteriegtipnutual betting and machine gambling;
Antiquarian bookstore;

Enterprises operating within the area of circulatad precious and semi-precious gems and
materials;

Foundation;
The National Depository for Securities;
Auction house;

Entrepreneur conducting operation in the area nSigmment sale;
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Entrepreneur conducting operation in the area winplaroking]

Among over 34.8 million transactions whose dataenentered in the GIFI databases, 9%
were cash transactions; 8% were transactions eecéeouth the participation of entities for
whom the obligated institution submitting the datdicated a foreign place of residence or
foreign citizenship (1% of transactions was clasdifs transfers from abroad).

Data on transactions which were positively validatere made available for further analysis.
The GIFI uses the data about transactions subnigetie obligated institutions in analyses
of several types. All transactions are used incigrse of searching for connections between
the transactions of an analysed entity/ accourgjemented in various obligated institutions.
All transactions are analysed with respect to:

« occurrence of characteristic features (includingcuoence of specific entities/
accounts as parties to the transaction, e.g. irduwl the lists of entities suspected of
terrorism or its financing);

« occurrence of characteristic sequences of finanttaés (on the basis of expert
knowledge and models pre-determined on its basis).

As a result of the analyses, data on some trawmsactre included directly in the conducted
proceedings and notifications addressed to theippbbsecutor’s offices (more information
about this issue is included in the chapter regardinalysis of suspicious and untypical
transactions).

2. ANALYSES

2.1. Counteracting Money Laundering

Within the framework of its statutory tasks, then@el Inspector of Financial Information
analyses the obtained information; in particuldre tinspector examines the course of
transactions with respect to which justified sugpis have been conceived.

2.1.1. Analytical Proceedings and Their Effects

As a result of the information obtained in 2008g¢ tbeneral Inspector of Financial
Information:
* initiated 1,242 analytical proceedings;
* demanded suspension of one transaction for the minodapprox. PLN 9,000;
« demanded blocking of 319 accounts where suspidinaacial operations were made
for the amount of approx. PLN 20.5 million (the pestor demanded the blocking of
202 accounts on its own initiative for the amouiragprox. PLN 10.3 million).

The individual proceedings listed above encompadseh several to over a thousand
descriptive notifications of individual suspiciotransactions and up to several thousands of
above-threshold transactions.

The initiated analytical proceedings related toftil®wing areas of threats:
« illegal or fictitious turnover of goods: fuels, aprmetal: 151 proceedings;
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« transfer of money related to turnover of real praps and movables (vehicles): 117
proceedings;

« circulation of funds probably deriving from unautised access to bank accounts: 94
proceedings;

e transactions in turnover with foreign countries:@6ceedings;

¢ circulation of funds probably deriving from otherafids and extortions: 61
proceedings;

* transactions at accounts conducted in Poland oralbesf non-residents: 53
proceedings;

« transactions with the participation of entities ingvregistered offices in tax havens:
19 proceedings.

In comparison to the previous years, the use ofatteunt blocking tool has increased; it
consists in a temporary prevention of disposal asel of all property values accumulated in
the account with a simultaneous possibility of @aging these values by inflow of more funds
(cf. Table No. 4)

Upon its own initiative, the GIFI provided the ajdted institutions (without a previous
notification received from them) with written denaisnfor blocking of 202 accounts for the
amount of approx. PLN 10.3 million. The bases fochs demands resulted from the
conducted analytical proceedings.

It is necessary to emphasise that the amountsnaolsfblocked in the accounts are estimates,
as during the blockade imposed by the GIFI fundy b credited to the account, yet they
cannot be withdrawn.

As a result of the analyses, 246 notifications @&b@ususpicion of committing a crime
(referred to in Art. 299 of thBPenal Codgwere submitted to the public prosecutor’s offices
referring to 468 entities and transactions witlalug of approx. PLN 1.03 billion.

Table No. 4 Results of analyses

Specification 2001 | 2002 2003 2004 2005 2006 2007 2008
Notifications to the 20 104 152 148 171 198 190 246
public prosecutor’s
offices under Art.
299 of the Penal

Code

Suspension of 1 26 20 5 5 4 1 1

transactions (approx.| (approx. (approx.| (approx.| (approx. (approx.

(in PLN million) 37) 2.6) 1.6) 6.4)| 0.23) 0.09)

Account blocking - - 8 13 34 92 97 319

(in PLN million) (approx. (approx.| (approx.| (approx.| (approx.
(approx. 12) 36) 41.6) 30) 20.5)

22)

In relation to the notifications sent by the Gltfle public prosecutor’s offices informed about
issuing of the following decisions in 2008:
* 134 decisions about initiation of preparatory peutings;
« 23 decisions about completion of preparatory prdicegs — on the basis of submission
of acts of indictment against 132 persons to courts
» 88 decisions about discontinuation of preparataoc@edings and on three decisions
on resumption of discontinued investigations (inatten to decisions about

12



discontinuation of investigations, the GIFI is ratthorised to file appeal — in line
with Art. 306.1 of theCode of Penal ProceduyreThe main reason for discontinuation
of proceedings was no possibility for determinihg briginal crime which would be
the source of origin for the funds introduced twaficial circulation, as well as issuing
of a decision on attaching the materials to othesrestigation proceedings. The
decisions about discontinuation of proceedings wargéial in numerous cases, solely
referring to selected persons with the main proeggsd still going on. Despite
discontinuation of penal proceedings initiated be basis of the GIFI notifications,
there were cases of lodging accusations in reldbocommitment of forbidden acts,
other than money laundering;

* 8 decisions about refusal to initiate proceedings to cases, the refusals for
initiation of proceedings were issued in relatianthe proceedings already being
conducted against the same person by another pptalgecutor’s office and in one
case the refusal for initiation of proceedings welated to separation of a portion of
material and its submission to proceedings alrepdnding in another public
prosecutor’s office);

* 8 decisions about resumption of a suspended imag&in/ proceedings.

According to the data submitted by the Ministry didistice regarding all proceedings
conducted in 2008, the public prosecutor’s offisgued the following decisions in cases on
money laundering:
* 284 cases were initiated with respect to 254 pargoat of which 197 cases on the
basis of information received from the GIFI);
* 74 acts of indictment were submitted to courts watbpect to 324 persons;
e 81 preparatory proceedings were ended by a decisiondiscontinuation of
investigation and 9 proceedings were ended witfigsal to initiate investigation;
* 66 preparatory proceedings were suspended.

The total value of assets encompassed by securigraperty in cases initiated in 2008 (in
PLN and in other currencies) amounted to the edgemaf approx. PLN 65.4 million.

On the other hand, data regarding decisions in pnmendering cases indicate that in 2008,
the courts of first instance issued 27 verdictguwfty (53 convicted persons).

Apart from notifications submitted to the publiopecutor’s offices on the basis of conducted
analytical proceedings, the GIFI submitted 84 mmifons about suspicious transactions,
including 43 notifications to the Fiscal Controlfioés and 26 notifications to the Internal
Security Agency (including the notifications refmirto on page 15), 13 notifications to the
Central Bureau of Investigation of the General é®lHeadquarters, one notification to the
Polish Financial Supervision Authority and one ficdition to the Central Anticorruption
Bureau.

On the other hand, acting pursuant to Art. 15thefAct, the GIFI sent 31 applications to tax
authorities and to fiscal control authorities refyag examination of legality of origin of
specific property values in order to explain tharse of origin of such values.

2.1.2. SAMPLE DIRECTIONS OF ANALYSES
Scrap cases
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The Department of Financial Information receivesren@and more notifications about

suspicious transactions regarding turnover of scregtal and recyclable materials. Cash
obtained from such illegal activity is later intramed to financial circulation. The scale of the
phenomenon is increasing, which is testified by nlaenber of scrap cases initiated by the
GIFI and the total value of suspicious transactiabsut which the GIFI notified the public

prosecutor’s offices. The results of the conducedlytical proceedings, regarding scrap
metal and recyclable materials’ circulation, indécdhat a network of entities has been
established for the purpose of providing funds Wwhiccompleted with disbursement of cash.

The typical phenomena include:

» establishment osimulating enterprisesiyvhose only task is to register its operation
and open an account in one or in several banks;

« achievement, immediately after the company’s estalent, of high turnover at very
low income;

» short time of the entity’s operation;

e recruitment of owners of the above entities amorgpte with low income or
unemployed;

« disbursement of funds immediately after their diadi

These principles of operation are similar to thel casesThe used accounts function as
distribution/ target accountsigureheadsare the final element of the transfer of cash by
means of disbursement of cash.

In 2008, 103scrap caseswere initiated, whereas 80 notifications on suspicabout
committing a crime under Art. 299 of theenal Codewere addressed to the public
prosecutor’s offices (encompassing 141 entiti€lg estimated value of transactions in these
cases amounted to PLN 377.2 million.

Fuel cases

Similarly to the previous years, the Department Fhancial Information received

notifications about suspicious transactions regaydransfer of funds related to actual or
fictitious circulation of liquid fuels and comportsnfor their production. The scale of the
phenomenon, in spite of the activities undertakgnrélevant state authorities, is still
significant.

A characteristic feature dtiel casestill is, similarly to scrap cases, an extendedvoet of
related economic entities — in some cases encotngaseger 200 entities which, in spite of
identification and dispatch of notifications on gegon of committing a crime to the public
prosecutor’s office, tend to rebuild themselves ar@hte new links. In the majority of cases,
subsequent entities ar@mulating enterprisesin exchange for slight property benefits,
natural personsfigurehead} express approval for the use of their persontd tla register
new economic entities and subsequently set up dardunts used for money laundering.

According to the conducted analyses and acts oictmeént formulated by the public
prosecutor’s offices, financial benefits receivgdduch persons in exchange for the use of
their data for registering an entity and/ or essdthg an account reach the amounts of PLN
500.00 — 2,000.00, whereas the value of money kEnaidduring one year by the entities
registered in this manner may reach several mglioinPLN.
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In 2008, forty-eightfuel caseswere initiated. In relation to the operation ovesaty-eight
entities, twenty-eight notifications on suspicidmoat committing a crime under Art. 299 of
the Penal Codewere sent. The estimated value of the transactiotisese cases amounted to
PLN 421.8 million.

Frauds and extortions

Another identified area of money laundering weransactions performed as a result of
activities to the detriment of legal and naturalsp@s. The money was legalised with the use
of the target accounttechnique — transfers of funds for the purpose hefirtimmediate
disbursement in cash and by means of circulatiorsemfurities. On the other hand, the
depositingstage was omitted. On account of the nature ofaiceqtredicate offences, e.g.
credit extortion, resulting in the fact that thexdis which are the subject matter of the crime
are located in cash-free financial circulation,ist difficult to distinguish transactions
performed within the framework of a predicate offerirom transactions related with money
laundering.

Sixty-one analytical proceedings regarding fraual$ @xtortions were initiated. Twenty-eight
notifications were submitted to the public prosecstoffice about suspicion of committing a
crime by forty-five entities under Art. 299 of tiiRenal CodeThe notifications referred to
forty-five entities and to transactions with a \&lf approx. PLN 8.2 million.

Unauthorised access to bank accounts

An additional direction of activities were transaos related to the laundering of money
derived from extortion of funds from bank accoufais area excluded from the previous field
encompassing other frauds and extortions). Forpghipose, the perpetrators most often use
advanced social-engineering methods for illegal cprement of information which
subsequently enable them to obtain unauthorisegsado Internet accounts. One of the better
known methods iphishing(sometimes translated password harvesting fishipngThe funds
extorted in this manner were most often disbursedash or provided to third parties via
transfers (e.gWestern Unioh The above transactions have been performed thvethuse of
small amounts in order to make it more difficult fbe account holder to ascertain a decrease
in funds, as well as for an obligated institutiorrégister a suspicious transaction. In this case
it is also difficult to distinguish between trangans performed within the scope of the
predicate offence from transactions related to mdaendering.

Ninety-four analytical proceedings were initiatedharespect to unauthorised access to bank
accounts. The public prosecutor’s offices were ied with fifty-seven notifications about
suspicion of committing a crime of money laundernimgler Art. 299 of th&enal CodeThe
notifications referred to eighty-three entities arahsactions with a value of approx. PLN 2.3
million.

lllegal turnover of spirits

Another area of money laundering were transactiompéemented as a result of illegal sale of
technical grade spirit for food purposes withoworels, in the so-called “gray zone”, and tax
frauds related to it. Cash obtained from such dleagtivity was later introduced to financial
circulation.
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The results of conducted analytical proceedingganding illegal circulation of spirit
products, just as in the case of circulation oldwend scrap metal and recyclable materials,
indicate a phenomenon of establishment of a netwbdatities for the purpose of transfer of
funds, where the whole operation is completed Bputisement of cash. The accounts that are
used play a role of distribution accounts, or taegeounts. Thé@gureheadsby disbursement

of cash, constitute the element which completegrtresfer of funds.

In 2008, three notifications were addressed toptligic prosecutor’s offices (encompassing
seven entities) about a suspicion of committing@me under Art. 299 of thBenal CodeThe
estimated value of suspicious transactions in thases amounted to PLN 22.8 million.

lllegal turnover of tobacco products

Another area of money laundering were transactimpéemented as a result of smuggling of
cigarettes to the EU. The source of income is timaec of customs smuggling, as well as
reduction of import and export customs receivablaes public law receivables, including the
excise duty and the tax on goods and servicesetaletriment of the budget of the European
Community and the State Treasury. Subsequently,emums activities were performed, i.e.

the obtained funds were located in the bankingesysand then a very large number of
transactions were implemented with the aim of cihanthe form of the laundered financial

assets in order to make the ascertainment of ¢theninal origin more difficult.

In 2008, two notifications were submitted to theblpi prosecutor’s offices (encompassing
ten entities) on suspicion of committing a crimedemn Art. 299 of thePenal Code.The
estimated value of transactions in these casesreuohto PLN 1.2 million.

2.1.3. Money Laundering Methodology

Similarly to the previous years, also in 2008 ire tbourse of the conducted analytical
proceedings, it was ascertained that the orgarusednal groups used previously identified

methods of money laundering, and only modified adjgisted them to the current conditions.
A constant increase in the activity of the aboveugs has been noticed in the area of
financial services such as: Internet banking, debitds and electronic money transfer
systems. In the above area, relative anonymityenfises is an advantage for the criminals; it
is coupled with global range, non-stop access twldu as well as rapidity of the funds’

transfer.

Moreover, a greater number of proceedings was ewtichere the registered office of one of
the parties to the transaction is located in a tftaxen.” In 2008, nineteen such proceedings
were initiated. One of the reasons for establishingpanies or their branches in such
countries is the simplified manner of tax settlemmewhich exists there and a low tax

threshold, as well as additionally simplified pijples of establishing companies. The

Regulation of the Minister of Finance of May 1602®mn Determination of Countries and

Territories Applying Harmful Tax Competition for iposes of Income Tax on Legal Persons
(Dz.U. No. 94, item 791) provides a list of couesriwhich may be deemed “tax havens.”

What is more, fifty-three cases were conducted imckv suspicious transactions were
analysed; they were performed via accounts maiedhain banks in the area of Poland for
non-residents. The characteristic feature of thevalrases is the fact of establishing bank
accounts by non-residents and a transaction sclvem&sting in transfers credited to the
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account from entities which have their seat abr@adyvell disbursement of funds in cash.
Most often, citizens of Eastern European countaia$ Asia participated in such practices.

It is necessary to note that in 2008, an increaslkea number of notifications about suspicious
transactions in a new area of risk was recorded, transactions performed by entities
operating in the construction industry. The chamastic feature of these transactions are high
transfers credited to the accounts of newly esthbti, one-person companies which, on
account of organisational and financial limitatipmguld not be able to process orders of
such values. Almost the entire amount of fundsiveckfor the allegedly provided services is
disbursed in cash by owners of these companies st witen, these are persons who
previously did not have any experience in the qoosbn industry or in the conduct of
economic activity and whose previous income was [bwe companies involved in the above
dealings declare sale of services and purchaseaafsgand services of high, yet approximate
values, which results in the fact that they areumegl to pay taxes only in the minimum
amounts.

The GIFI tries to trace the areas of risk sensitivenoney laundering on an ongoing basis for
the purpose of preventing development of new methaidnoney laundering, as well as to
draw the attention of the obligated institutionsl &ime co-operating units to these new areas of
risk.

2.2. Counteracting the Financing of Terrorism

In 2008, within the framework of implementationtasks within the scope of counteracting
the financing of terrorism, eight proceedings waiBated regarding transactions performed
by seventy-four entities. The proceedings werdaitaitl on the basis of notifications from
obligated institutions and upon own initiative dfet GIFI. They referred to transactions
conducted by persons from countries suspectedpgasting terrorism or in the area where
terrorist groups are active. Special attention drasvn to economic activity pursued by such
persons.

As a result of the undertaken activities, the ImaérSecurity Agency received fifteen
notifications regarding persons and entities en@ss@d by the conducted proceedings.

The GIFI is also a member of the Inter-ministefi@am for Terrorist Threats, dealing with
coordination of activities within the scope of ctenacting terrorism. A GIFI representative
also participates in the works of a Standing Expgeroup established by the team for
monitoring terrorist threats, evaluation of theawél and nature, as well as presentation of
proposals within the scope of legal regulations arggharation of proper procedures.

From the moment of establishment of the Anti-tastoCentre within the structure of the

Internal Security Agency, the GIFI provides thistitution, within the scope of its statutory

competencies, with information about events anddards which may pose a threat for state
security or the citizens’ safety. The provided mifation refers to transactions related to
introduction to financial circulation of propertyales which may be related to the financing
of terrorism.
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3. CONTROLS

3.1. Controls Conducted by the GIFI

The GIFI controllers carried out thirty-two consoln comparison to the previous years, the
variety of obligated institutions encompassed bg tontrol regarding compliance with
provisions has increased. In 2007, the control empassed ten categories of obligated
institutions and in 2008, there were fifteen catexo of obligated institutions. Whilst
selecting units for control, analytical and contdalta of the GIFI, control information of
supervision authorities and media publications waken into account.

Controls in 2008 encompassed the following categaoof obligated institutions:
* Banks: 3;
* Brokerage companies: 1;
* Investment fund societies and funds managed by:them
¢ Insurance companies: 2;
* Attorneys-at-law: 4;
* Notaries public: 3;
* Lawyers: 1;
¢ Tax advisors: 2;
* Entrepreneurs conducting operation within the scafpggency services in real estate
trade: 1;
* Chartered accountants: 1;
* Auction houses: 1;
* Cooperative banks: 3;
¢ Credit unions: 2;
* Foundations: 2;
* Entrepreneurs conducting lease operation: 2.

Among most important irregularities were:

« formal: lack of preparation on the part of the gated institutions to implement the
statutory obligations by failure to determine int@#rprocedures or their incompliance
with the provisions of the Act, absence of provisioin the internal procedures
indicating fulfilment of the obligation within thecope of counteracting the financing
of terrorism, incorrect separation in the interpedcedure of two modes specified in
the Act for dealing with suspicious transactionsed®ined in the provisions of Art.
8.3 and Art. 16 and the following articles of tAet absence of provisions indicating
the need for conducting analyses for the purposeletcting suspicious transactions;

* substantive: low level of implementation of the \pstons of the Act, mainly with
respect to the obligation of registering transandjo identification of entities
participating in the transaction and selectionrahsactions and notifying about them
and irregularities in maintenance of transactiayisters and provision of information
from these registers to the GIFI.

Determinations of the controls conducted by the IGiéntrollers were provided to the
supervising institutions for further use.
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After a detailed analysis of the control resultsstified suspicions were conceived of
committing a crime with respect to which five nmi#ftions were submitted to the public
prosecutor’s offices.

3.2. Controls Conducted by Supervising Institutions

The GIFI received information about controls cortdddoy:

* The National Bank of Poland: 1,092 controls in fgineexchange offices;

* National Cooperative Credit Union: fifteen controighe Credit Union agencies;

* The Polish Financial Supervision Authority: eleveontrols in banks, nineteen
controls in cooperative banks, four controls inkemage firms and seven controls in
insurance companies;

* Presidents of Courts of Appeal: thirty-five consrolf notaries public;

» Customs-Excise Control and Gambling Control DepanimMinistry of Finance):
two game parlours and two gambling casinos.

The control results were consistent with the irtagties determined by the GIFI controllers.
3.3. Explanations on the application of legal provi sions

In relation to doubts regarding implementation t¢dit@wory obligations notified by the
obligated institutions and co-operating units andtinuing the practice of previous years,
written responses to answers were provided. Ingodeit, questions referred to the customer
identification obligations, transaction registersugd register maintenance.

The GIFI received over 100 questions regardingtmacapplication of legal provisions, in
particular the provisions of the Act. Most questio(88%) were asked by the banks.
Moreover, the employees of the Department of Firsrinformation provided explanations
via telephone. The subject matter of explanatiamiged on the telephone was consistent
with the subject matter of written explanations aefitrred primarily to the implementation
of basic statutory obligations by the obligateditnions. Some questions also referred to the
forecasted changes in the provisions in the comtktkteir adjustment to the EU regulations.

Independently of provision of explanations withine tscope of the binding legal provisions,
intensive work was conducted within the framewofktlte legislative process leading to
adjustment of the provisions of the Actl@arective 2005/60/EC of the European Parliament
and the Council of October 27, 2005 on the Prewentif the Use of the Financial System for
the Purpose of Money Laundering and Terrorist Ficiag (EU O.J. L 309 of November 25,
2005) and Commission Directive 2006/70/EC laying down impletimg measures for
Directive 2005/60/EC as regards the definition gfofitically exposed person” and the
technical criteria for simplified customer due di#ince procedures and for exemption on
grounds of a financial activity conducted on anasional or very limited basi€EU O.J. L
214/29 of August 4, 2006).
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4. NATIONAL COOPERATION

4.1. Exchange of Information with State Authoritie s

In 2008, the General Inspector of Financial Infotioraprovided answers to applications for
information submitted pursuant to Art. 32 and 33had Act. In total, 505 applications from
state authorities were received, on the basis ofw8,000 entities were verified, as well as
transactions performed by them.

Table No. 5 Number of applications to the GIFI ety 2006 and 2008

Authority/ institution Y ear Numbq of Number Of. ent_mesfrom
applications applications
2006 152 1,370
Prosecuting attor neys 2007 264 1,464
2008 326 2,373
. 2006 8 37
Internal Security 2007 23 107
Agency
2008 7 49
' ' 2006 1 6
Central Anticorruption 2007 13 30
Bureau
2008 16 181
2006 12 53
Police 2007 25 169
2008 50 203
Tax authorities and| 2006 21 46
fiscal N control 2007 69 133
authorities
2008 96 188
2006 6 18
Others 2007 16 58
2008 10 21

Moreover, 1,300 entities were checked in relatmmuestions received under the system of
the National Centre for Criminal Information.

4.1.1. Cooperation with Organisational Units of the Public Prosecutor’s
Office and Courts

In 2008, the GIFI received 326 applications frongasrisational units of the public
prosecutor’'s office on provision of information eeding 2,373 entities. It is necessary to
emphasise that from the first quarter of 2007, miggtional units of the public prosecutor’s
office should make use of the template agreed thithOrganised Crime Bureau of the State
Public Prosecutor’s Office of an “application faopision of information pursuant to Art. 32
of the Act.” The applications prepared on a tengktabled the GIFI to provide quick and
precise answers to the questions. In 2008, questariemplates constituted solely 30 — 40%
of all applications submitted by the organisatiamaits of the public prosecutor’s office.
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There were often applications which contained seri@rmal deficiencies, usually regarding
the scope of the question, including applicatiomsifformation which is not stored in the
GIFI resources, as well as information which is stared by the GIFI to which it has no
statutory access. Examples:

» applications for account statements and any bankrdentation which is not stored in
the GIFI resources, in proceedings supervised byptbsecuting attorney under Art.
299 of thePenal Codepn the basis of notifications from other sourcesnopenal
proceedings regarding crimes other than money lenimg}

« applications for provision of information which wduindicate the period of
procurement of data before the Act entered intoefpr.e. before June 23, 2001;

« applications for provision of information about risactions, in particular bank
transactions, which did not take into account thet that the banks are required to
store information about transactions for a peribédive years, calculating from the
first day of the year following the years in whithe last entry related to the
transaction was made;

¢ questions about telephone numbers of persons wdaveetext notifications (SMS)
from bank accounts;

« applications for acquisition of data from bank moring;

« applications for acquisition of bank account staata maintained for a given entity
outside of Poland;

« applications for conduct of statutory control of aoonomic entity which is not
included in the statutory catalogue of obligatestitations.

It is also necessary to emphasise that in 2008paperation with the representatives of the
Organised Crime Bureau of the State Public Pros€suDffice, applications for elimination
of errors and shortcomings were filed on an on-gdiasis.

In 2008, the GIFI also recorded six applicationdmsiited by the courts and regarding
eighteen entities and additionally one applicatigth respect to one entity submitted by a
court debt collector, which is not an authority heartsed to apply for information about
transactions encompassed by the provisions oAthender Art. 32 and 33.

4.1.2. Cooperation with Fiscal Control Authorities and Tax Authorities

In 2008, the GIFI received seventy-nine applicaifmom directors of fiscal control offices
and one application from the Fiscal Control Deparitnof the Ministry of Finance. In
relation to them, 155 entities were verified. e ttase of applications received from fiscal
control authorities, five of them contained legaloes and one had a formal error (it was
signed by a person unauthorised to submit an adjait to the GIFI). It is necessary to add
that fiscal control authorities, on account of sitsale of cooperation, in almost 100% used the
uniform template of application for provision offanmation, agreed in December 2006 with
the Fiscal Control Department of the Ministry ofn&nce. Introduction of the template
significantly facilitated and accelerated provisaranswers.

In 2008, the GIFI also received seven applicatfongrovision of information deriving from
directors of tax chambers regarding twenty-two tesgtiand nine applications submitted by
the heads of tax offices regarding eleven entities.
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It is necessary to emphasise that heads of taxesffiare not authorised to apply for
information about transactions encompassed by tbeigions of theAct under Art. 32 and
33.

In 2008, the GIFI representatives conducted thraieibhg sessions for persons representing
fiscal control authorities and for fiscal authagi
¢ On July 7, 2008 and September 26, 2008 on couniggamoney laundering and the
financing of terrorism and cooperation of units pe@ting with the GIFI: for
representatives of fiscal control offices, tax chans and tax offices;
* On September 30, 2008 about cooperation of the @iffl fiscal control authorities:
for representatives of the Fiscal Control Departiregnthe Ministry of Finance and
fiscal control offices.

4.1.3. Cooperation with Authorities Subordinate to Minister of Internal
Affairs and Administration

In 2008, the GIFI received fifty applications frotme police regarding 251 entities, out of
which thirty-eight applications derived from thettee Central Bureau of Investigation of the
General Police Headquarters, whose certain empgoyeeame authorised by the Minister of
Internal Affairs and Administration to apply forguision of information under Art. 33 of the
Act.

In 2008, the GIFI agreed a template for the appboaof provision of information under Art.
33 of theActwith three organisational units of the police:
* In July 2008: with two departments of the Centralrdau of Investigation of the
General Police Headquarters;
* In October 2008: with one of the divisions of then@nal Bureau of the General
Police Headquarters.

Additionally, within the framework of cooperationitiated with the representatives of the
General Border Guard Headquarters, in June 20881plate of an application was agreed for
provision of information under Art. 33 of thect.

In 2008, the GIFI representatives conducted eigiming sessions for police representatives:
« from March to December 2008: seven training session representatives of the
Central Bureau of Investigation of the General ¢&lHeadquarters and certain
representatives of the Provincial Police Headquaté General Public Prosecutor’s
Office; subject matter: counteracting money laumdgeand cooperation of the police

with the GIFlI,

* on December 4, 2008: a training session within fthenework of a conference in
Rynia organised by the Criminal Bureau of the GahPolice Headquarters, whose
subject matter was the pragmatics of counteraatimmges related to operations of
selected financial institutions within the scope wioney laundering (money
laundering methods with the use of institutionsrapeg on the capital market).

4.1.4. Cooperation with State Protection Authoritie s

In 2008, the GIFI received seven applications rdiggr forty-nine entities within the
framework of cooperation with the head of the In&iSecurity Agency.
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It is necessary to emphasise that in spite of treeements made in 2007, the template of
application for provision of information under AB3 of theActwas not used by the Internal
Security Agency.

Moreover, the GIFI representatives conducted twanimg meetings organised for the
employees of the Internal Security Agency:
* June 27, 2008: legalisation of funds deriving frommes;
* October 16 — 17, 2008: counteracting money laundeaind the financing of terrorism
and cooperation between the Internal Security Agamcl the GIFI.

In September 2008, the GIFI agreed on a templagégplication for provision of information
with the head of the Military Counterintelligencer@ces. In 2008, the head of the Military
Counterintelligence Services did not submit anyliappons for provision of information.

4.1.5. Cooperation with the Head of the Central Ant  icorruption Bureau

In 2008, the GIFI received sixteen applicationsnifréthe Central Anticorruption Bureau
(CAB) regarding 181 entities. In the discussed qukrithere was one application having
formal deficiencies, signed by an unauthorisedqrers

In November 2008, the GIFI agreed with the Headhef CAB an application template for
provision of information under Art. 33 of thAct. Moreover, the GIFI representatives
conducted two training meetings, attended by th& @Aployees:

* June 24 — 25, 2008: basic issues related to caatiieg of money laundering and the
financing of terrorism (entities participating ihet system of counteracting money
laundering and the financing of terrorism, taskggiinational cooperation);

* October 22, 2008: basic issues related to couritegaof money laundering and the
financing of terrorism (entities participating ihet system of counteracting money
laundering and the financing of terrorism, taskigrinational cooperation).

4.1.6. Cooperation with the Head of the National Ce  ntre for Criminal
Information

In 2008, the GIFI closely cooperated with the NadiloCentre for Criminal Information
(NCCI). Apart from the criminal information provideex officio (number of registrations:
617), verifications were made in the IT system bé tGeneral Inspector of Financial
Information (IT*GIFI) with respect to 1,326 entdie Among them, 103 were indicated as
entities that appeared in the conducted analypicateedings.

3,486 questions about entities involved in suspEiwansactions were submitted to the NCCI
in the on-line mode, as well as 2,343 questionsiaotities involved in suspicious entities in
the off-line mode (i.e. via the agency of policatsh

Moreover, in 2008 cooperation was pursued withNRKCI within the scope of extending the
possibilities of the conducted analyses of crimim&rmation. In this respect, the General
Inspector submitted its proposals regarding themal extension of the analytical function
of the NCCI.

Table 6 Data regarding cooperation with the NCCiviieen 2006 and 2008

Specification 2006 2007 2008

Questions from the 1,189 2,256 3,486
GIFI to the NCCI
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Registration of entities 660 618 617
by the GIFI in the

NCCI
Questions from the 1,179 1,767 1,326
NCCI to the GIFI (result: 83 positive (result: 103 positive (result: 103 positive

answers) answers) answers)

4.1.7. Other Information

In 2008, the GIFI was actively involved in actiei aimed at counteracting proliferation of
weapons of mass destruction.

On April 3, 2008, the President of the Council ofnidters singed regulation No. 36
regarding the Inter-ministerial Team for Preventiliggal Proliferation of Weapons of Mass
Destruction and Implementation of the “Krakow’'stiaiive” — the Proliferation Security
Initiative (PSI). In line with its content, the mgsentative of the Ministry of Foreign Affairs
became the head of the Team. On April 24, 2008Gié designated two representatives of
the Department of Financial Information to partatgin the work of the Team.

The Department’s representatives participated & Ttham’s meetings, as well as provided
information and remarks for the representativeshef Ministry of Foreign Affairs who
participated in international conferences and sarsinon counteracting proliferation of
weapons of mass destruction.

It is necessary to emphasise that in the curregdl lerder, the GIFI may undertake direct
activities within the above scope solely in casdsenvoperation of entities dealing with

proliferation of weapons or financing thereof wide related to introduction to financial

circulation of property values derived from illegal undisclosed sources, i.e. committing a
crime of money laundering or with activities aimadterrorism financing. In such cases, the
GIFI may use its statutory authorisations to sud@etransaction or block an account.

The GIFI may also undertake relevant activitiescooperation with specific authorities
dealing with state security, upon their written gustified application, in the manner and
upon principles determined in Art. 32 and 33 of #et. In 2008, the GIFI used its
authorisations and submitted information regardingties involved in proliferation upon its
own initiative under Art. 33.3 of th&ctto a proper state security service.

On December 18, 200&ouncil Decision 2007/845/JHAf December 6, 2007 concerning
cooperation between Asset Recovery Offices of tieenldler States in the field of tracing and
identification of proceeds from, or other properglated to crime entered into force. In
relation to this, the Republic of Poland was ollige establish or designate the National
Asset Recover Office or Offices by December 18,800

The GIFI representatives participated in working olian agreement between departments
within the scope of cooperation aimed at fulfilmeot tasks within detection and
identification of illegally obtained benefits. OneBember 18, 2008, a Declaration of
Cooperation was signed between the Minister of kéea the Minister of Justice — the
General Prosecuting Attorney and the Minister fdeinal Affairs and Administration, on the
basis of which the parties obliged themselves tepg@re and present legal regulations
streamlining their cooperation by June 30, 2009.
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In December 2008, an organisational unit was estad by the Criminal Bureau at the
General Police Headquarters in the rank of a deyant, whose task is further coordination of
work within the scope of cooperation, including pemtion with the GIFI.

4.2. Training Activity

In 2008, in relation to the ongoing work aimed djuatment of the provisions of the Act to
the community regulations, proceedings were coreduat the form of act of January 29,
2004 - thePublic Procurement LayDz.U. of 2007, No. 223, item 1655 as amended}Her
purpose of selecting a contractor who will estdbisnew e-learning course, taking the future
legal changes in the account.

Participation in the course (submission of parttign, making use of the course’s resources,
participation in the final test and receiving atifieate) will take place via the Internet. The
course, unlike the previous one, will be constrdatet only on the basis of the amended
provisions of theLaw, but it will also be extended onto material whisha result of the
analytical work of the employees of the Departm@&nFinancial Information. The course’s
new formula assumes that access to its contentowillliversified, depending on the type of
course participant (i.e. whether it will be an ghtied institution, a co-operating unit or the so-
called other entity). In the case of employeeshef abligated institutions, completion of the
course (obtaining a certificate after passing &) twill be tantamount to participation in the
training referred to in Art. 28 of tHeaw.

The e-learning course in its full dimension, inchgithe amended legal provisions, will be
made available to the obligated institutions, theperating units and other interested entities
after publication of provisions of the amendediacOfficial Journal of the Laws.

5. INTERNATIONAL COOPERATION

5.1. Cooperation with the European Commission

Cooperation with the European Commission is bemglemented primarily in two areas: by
means of participation in the work of the Committeethe Prevention of Money Laundering
and Terrorist Financing (also known as the PresanBommittee) and by participation in the
meetings of the EU — FIU Platform (FIU — Finandigklligence Unit).

Within the framework of work in the Prevention Coittee, the representatives of the GIFI
took part in sessions, meetings and workshops ddwot
* issues related to implementation of provisions Qifective 2005/60/EC of the
European Parliament and of the Council of Octob@r 2005 on the prevention of the
use of financial system for the purpose of monapndaring and terrorist financing
(the so-called Il Directive), inter-alia within éhrange of provisions regarding
protection of employees data and the so-called PHfditically exposed persons;
* issues related to application of Regulation (EC) N&81/2006 regarding transfers of
funds;
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* issues related to application in the EU territoryhe Ninth Special Recommendation
of the FATF;

* issue of proliferation of weapons of mass destounctiapplication of international
sanctions resulting from resolution No. 1803.200&he UN Security Council,

* issues related to development of a uniform EU stamicmeetings of international
organisations dealing with the subject matter issue

The meetings of the EU — FIU Platform were devdtednplementation of joint projects by
financial intelligence units of the EU member statmcluding evaluation of reliability of
modifications in the currently binding EU legistati The GIFI was among units preparing
operating projects; the GIFI participated in a pobjdevoted to operational problems of
international cooperation of the financial intedligce units.

5.2. The MONEYVAL Committee

Work on a comprehensive evaluation of the Polighesy of counteracting money laundering
and terrorist financing (AML/ CFT) was continuetietevaluation is an element of thé 3
Evaluation Round conducted by the experts of MONBYYthe International Monetary
Fund, Financial Action Task Force (FATF) and therlty Bank.

In 2006, the evaluators prepared a report assesngolish system of counteracting money
laundering and terrorist financing according tayerine FATF Recommendations, European
Union directives and proper Conventions of the @duof Europe and the UN. The final
evaluation of the Polish system and discussionhenfinal shape of the report took place
during the plenary session of MONEYVAL Committeetioé Council of Europe, which took
place in June 2007.

In line with the procedure of mutual evaluation ®fstems for counteracting money
laundering and terrorist financing of the countietonging to MONEYVAL, on the basis of

a questionnaire prepared by the Council of Europsune 2008, the so-called progress report
was prepared, indicating activities undertaken ley Polish authorities from the moment of
the evaluation visit, as well as changes which tgw&ce in the Polish system for
counteracting money laundering and terrorist fin@cThe progress report was approved
during the plenary session of MONEYVAL in Straskgon July 7, 2008.

In relation to involvement at the MONEYVAL forum the work of the Typology Group, a
GIFI representative took part in a joint typolodicaeeting of MONEYVAL and FATF
which took place in November 2008 in Monaco.

Moreover, three representatives of the GIFI conepled special training for evaluators
organised by MONEYVAL within the framework of thé?3Evaluation Round, thereby
acquiring a right to participate in evaluationsttier countries.

5.3. Cooperation with International Organisations

5.3.1. The Egmont Group

In January 2008, the Polish Financial Intelligektret (PFIU) by means of a letter of intent
sent to the Group’s Secretariat, officially confedhits membership in the EGMONT Group
as a formal international organisation and accefttedsroup’s Charter.
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The PFIU actively participated in the work of th& ONT Group by taking part in meetings
of working groups and plenary sessions of the Grdiye PFIU representatives cooperated
during preparation of projects within the framewadfkworking groups, in particular the IT
Group, the Training Group and the Legal Group.

Thanks to participation in the Group’s work, thell®Fhas an opportunity for closer
cooperation with units from the entire world opergtin the area of preventing and
counteracting financial crimes.

5.3.2. Financial Action Task Force on Money Launde  ring (FATF)

In 2008, the General Inspector of Financial Infatiora continued its efforts to procure
support for Poland’s accession to the FATF.

Thanks to the membership of MONEYVAL in FATF, a GHepresentative (as a member of
the MONEYVAL Managing Office) had an opportunity fmarticipate in the work and
meetings of FATF, which enabled Poland to partigga the discussion and preparation of
newest standards within the scope of counteraatiogey laundering and terrorist financing.

Moreover, the Polish Financial Intelligence Unittpapates in the Consultation Forum with

the Private Sector, established within the FATFjciwhis an initiative leading to closer

cooperation between the entities from the publid pnivate sector for the purpose of more
efficient counteracting of money laundering anddest financing.

The cooperation within the Forum consists in exgeaof knowledge, experiences and
documents, which is implemented by electronic d¢aton of information within the
framework of a contact group and via the Forum’'&timgs — if a more detailed discussion on
certain issues is necessary.

5.3.3. The Euro-Asian Group on Combating Money Laun  dering (EAG)

The PFIU representatives participated, as obseriretee work of the Euro-Asian Group on
Combating Money Laundering. The Group has a statas associated member with FATF
and operates on principles similar to FATF (thecatbed FATF-Style Regional Body —
FSRB).

Participation in the Group is an expression of BIgFA’s interest in work within the
framework of various FSRB. Moreover, thanks to ipgrétion in the EAG work, contacts
with other member states of this organisation aengthened.

The GIFI representatives participated actively inrking groups (IT Group, Technical
Assistance Group and Typological Group) and in g@igrsessions of the Group which took
place in Kyrgyzstan and Russia.

The PFIU provided technical assistance to the Gsoupember states, primarily expert
assistance in the area of IT tools and data maodefor the Kyrgyz Financial Intelligence
Unit.

5.3.4. Strengthening the GIFI Position in the Regi  on

In 2008, implementation of “Cooperation Project \Be¢n the Ministry of Finance of the
Republic of Poland and the US Treasury Departmeass continued. The project was signed
on December 20, 2006. The basic assumption ofrihjeqt is to strengthen the position of the
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Polish Financial Intelligence Unit as a regionader in the process of counteracting money
laundering and terrorist financing.

Within the framework of the cooperation project,September 2008, theecond Regional
Seminarwas organised in Miedzeszyn, devoted to Interniebes and the issue aiyber-
terrorism, which was attended by representatives of InterBJROJUST, ten financial
intelligence units and state authorities, includthg Internal Security Agency, the Central
Bureau of Investigation of the General Police Hemuditprs, the General Border Guard
Headquarters and the National Security Bureau.

Within the framework of the project, between Octolieand 2, 2008, a study visit was
organised for the representatives of the Kyrgyaramal Intelligence Unit.

Moreover, the GIFI representatives participatecdrisory missions encompassing analysis
of the IT system and analytical tools of the Kyrdplk).

In 2008, activities within the framework of the ik project were continued. The project,
implemented by Interpol in cooperation with units fomancial analytics, is directed at
accumulation and exchange of information, primamhthin the scope of counteracting
money laundering. The Department of Financial Imfation continued cooperation with the
General Police Headquarters for the purpose obksitéeng a manner of combining the GIFI
with the Interpol database.

5.4. Bi-lateral Cooperation

5.4.1. Exchange of Information with Foreign FIUs

In 2008, the General Inspector of Financial Infotiora received ninety-five applications
from foreign financial intelligence units with reggts for provision of information regarding
282 entities. In comparison to 2007, a drop in menber of applications by 14.4% was
recorded.

Most applications were received from units from fibllowing countries:
* Ukraine: 22 applications;
* Luxembourg: 9 applications;
* Belgium: 8 applications;
* Great Britain: 7 applications.

On the other hand, 143 questions were addresstadign units regarding 255 entities. In
comparison to 2007, the number of questions deeddag 18.3%.

Most questions were sent to units from the follaywountries:
* Germany: 18 questions;
* USA: 16 questions;
* Ukraine: 15 questions;
* Cyprus: 15 questions.

During exchange of information, secure electroniailnwas used in the first place,
transmitted via Egmont Secure WEB — a platform Wwhian be accessed by foreign units
from the entire world and via FIU.NET, a networknpecting units from the European
Union. On account of use of electronic paths obnmfation exchange, the average time for
provision of answers to the submitted questionsuatsoto approx. three weeks and in the
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case of urgent questions (related to notificati@nsut suspicious transactions under Art. 16.1
of the Act), the deadline for procuring answers has in ppiecnhot exceeded two or three
days.

5.4.2. Agreement on Cooperation

The basis for the GIFI cooperation with foreign tanof financial analytics are bilateral
cooperation agreements (the so-called MemoranddJraferstanding) andeU Council
Decision No. 2000/642.JHA of October 17, 2000 conng arrangements for cooperation
between financial intelligence units of the Memifgtates in respect of exchanging
information. The main pillars of the above cooperation resulfiogn the above legal bases
are:
* principle of reciprocity;
+ justification of the question with respect to mom@yndering or terrorist financing;
« provision of possessed information;
* non-provision of information or documents to adhparty without written approval of
a financial intelligence unit from whom such infation or documents were received;
« a financial intelligence unit is not required tooywide information if a court
proceedings were initiated in the case.

The scope of information received and made availabl particular additional information,
depends on the individual question.

In 2008, the General Inspector concluded cooperatigreements within the scope of
exchange of information regarding counteracting eyolaundering and terrorist financing
with financial intelligence units from Argentinard&il, Philippines, Georgia, Mexico and
Peru. In this manner, the number of financial iigehce units with whom the GIFI

exchanges information related to money launderingeaorist financing on the basis of
agreements increased to forty-four.

5.5. Other Issues

5.5.1. Twin Project for the Romanian Financial Inte  lligence Unit

The Polish Financial Intelligence Unit was selectey Romania and the European
Commission as contractor for twin project No. R@20B/JH/05 ‘Counteracting Money

Laundering and Terrorist Financirigfor the Romanian Financial Intelligence Unit. The
project will be implemented from the funds of thewr&ean Commission within the
framework of the so-calle@ransition Facility.

Its purpose is strengthening of the Romanian addmation and Romanian obligated

institutions in the area of counteracting moneyntring and terrorist financing by assistance
in preparing a national strategy and proper trginomogrammes in this area for all the

involved entities. Provision of assistance willrsta 2009.

The PFIU invited the General Police Headquartdrs, National Prosecution Office, the
General Border Guard Headquarters and the Centria¢@ruption Bureau to implement the
subject matter project.
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5.5.2. Council of Europe Conference on Economic Cri me

At the end of June/ beginning of July 2008, the &ahlinspector of Financial Information

and the Council of Europe and the European Comamssin cooperation with the

Information Bureau of the Council of Europe in Waws and the National Centre for
Educating Personnel of Common Courts and Publicsdugtor’'s Offices, organised an
international conference on economic crimes wittlie framework of the “International

Cooperation Programme in Penal Cases in Ukraindé Tonference was attended by
representatives of governments, units of finanaralytics, prosecution offices, courts and
police from several countries.

The meeting was devoted to the issues of legastassie, exchange of best practices in the
area of counteracting money laundering and metlddd=sxchange of information between
various authorities.

5.5.3. Participation in the Negotiation Process bet = ween Poland and the
USA

In 2008, the GIFI representatives participatedvatyi in the negotiation process regarding
provisions of the Agreement between the Governrmogtite USA and the Government of the
Republic of Poland on the supplement to NATO Staifi Forces Agreement, within the
scope in which the designed provisions could haweinapact on counteracting money
laundering and terrorist financing.

6. LEGISLATIVE ACTIVITY

6.1. Amendment of the Act

In 2008, the GIFI continued the work commenced@0720on the draft of th&ct Amending
the Act on Counteracting Introduction into Finaro@irculation of Property Values Derived
from lllegal or Undisclosed Sources and on Countérg the Financing of Terrorism and on
Change of Certain Other Actin the course of the work, inter-ministerial andbjc
consultation was conducted. On account of the cexilyl of issues encompassed by the
project, negotiations on the draft with represewtatof ministers and the private sector lasted
for over half a year.

On September 16, 2008, the European CommitteeeofChuncil of Ministers adopted the
project and recommended its approval by the Stgndiommittee of the Council of

Ministers. In November 2008, it was adopted by @oenmittee. After additional agreements
made during the legal commission in the Governnhegislation Centre in December 2008,
the draft was sent to the Chancellery of the Pilitir@ister for the purpose of its adoption by
the Council of Ministers.

The main purpose of the Act’s entry into force isemdment of its provisions in line with the
Community law within the scope of counteracting eypmaundering and terrorist financing,
as well as comprehensive regulation of provisiornthiw the scope of imposing specific
restrictive measures against persons, groups drnekemvithin the territory of the Republic of
Poland, in particulabDirective 2005/60/EC of the European Parliament ahd Council of
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October 26, 2005 on the Prevention of the Use efRimancial System for the Purpose of
Money Laundering and Terrorist Financir{®.J. EU L 309 of 25.11.2005) a@bmmission
Directive 2006/70/EC Laying Down Implementing Measufor Directive 2005/60/EC as
Regards the Definition of “Politically Exposed PemS and the Technical Criteria for
Simplified Customer Due Diligence Procedures amdeicemption on Grounds of a Financial
Activity Conducted on an Occasional or Very Limigabkis(O.J. EU L 214/29 of August 4,
2006).

6.2. Other Legislative Activities

Similarly to the previous years, the GIFI activelyrticipated in legislative process regarding
amendments in other legal acts, especially in sittns when the designed changes could
influence the implementation of counteracting ofnmyp laundering and the financing of
terrorism.

6.3. Warsaw Convention of the Council of Europe

On May 1, 2008, in Poland and in five other cowstr{Albania, Bosnia and Herzegovina,
Malta, Moldova and Romania) th@onvention of the Council of Europe on Laundering,
Search, Seizure and Confiscation of the Proceeds f€Crime and on the Financing of
Terrorismprepared in Warsaw on May 16, 2005 became binding.

Poland ratified the Convention upon approval exgedsn the Act of October 27, 2006 on
ratification of the Convention of the Council of lepe on Laundering, Search, Seizure and
Confiscation of the Proceeds from Crime and on Rimancing of Terrorism prepared in
Warsaw on May 16, 2005 (Dz.U. No. 237 item 1712).

The Conventionregulates the issues of counteracting money lainglend deprivation of
criminals of revenues from their activity. The Cention’s provisions also allow for efficient
counteracting of terrorist financing.
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